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Future proofing or crystal gazing

Images from https://www.needpix.com/about CreativeCommons

• Domain 1. Cloud Concepts, Architecture and Design

• Domain 2. Cloud Data Security

• Domain 3. Cloud Platform and Infrastructure Security

• Domain 4. Cloud Application Security

• Domain 5. Cloud Security Operations

• Domain 6. Legal, Risk and Compliance

https://www.needpix.com/about
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Cyber security skills in the 4IR
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Workforce roles in the cyber security

https://www.nist.gov/itl/applied-cybersecurity/nice/nice-framework-resource-center
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Workforce roles in the cyber security

https://www.nist.gov/document/niceframework101ppt-presentationwidescreenpptx
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Broad based skills include non-IT skills
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Measure Map Plan

Organisational preparedness
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Organisational preparedness - Planning
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•What are the latest relevant cyber attacks?

•How do I use my system securely?

•How do we know of our programme is working?

Comprehensive Cyber Security Awareness Programmes
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• A broad based cyber security investment is needed today.

• We should invest in our cyber security functions.

• But should not neglect our end users.

Conclusion
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